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SAMPLE WHISTLEBLOWER POLICY


This sample whistleblower policy was developed by Community Action Program Legal Services, Inc. (“CAPLAW”) and has not been approved by any outside authority, such as the U.S. Department of Health and Human Services. You should review this sample whistleblower policy thoughtfully and modify it as necessary to meet the individual needs of your organization and to comply with any laws and regulations that apply to your organization. CAPLAW strongly recommends that when working with this sample whistleblower policy, you consult with an attorney in your state who is well-versed in state or local whistleblower laws.

This sample whistleblower policy contains bracketed text as well as endnote annotations that correspond to specific provisions. These are intended to help CAAs better understand some key options available when modifying the sample policy and when adapting it to meet the different needs of individual CAAs. Any bracketed text and endnotes should be reviewed and deleted when finalizing the whistleblower policy.

This publication is part of the Community Services Block Grant (CSBG) Legal Training and Technical Assistance Center. It was created by CAPLAW in the performance of the U.S. Department of Health and Human Services, Administration for Children and Families, Office of Community Services Cooperative Agreement – Grant Award Number 90ET0467-02. Any opinion, findings, conclusions, or recommendations expressed in this material are those of the author(s) and do not necessarily reflect the views of the U.S. Department of Health and Human Services, Administration for Children and Families.

The contents of this publication are intended to convey general information only and do not constitute legal advice. This publication does not constitute or create an attorney-client relationship. If you need legal advice, please contact CAPLAW or another attorney directly.






How to Use This Sample Policy

This sample whistleblower policy is intended to help CAAs comply with the federal rules and regulations related to the protection of whistleblowers. 

This sample policy covers the following key areas: Purpose, Good Faith, Reporting, Confidentiality, Investigation, and No Retaliation. CAAs may use this sample whistleblower policy as a template as they develop and amend written policies and procedures for resolving complaints and protecting whistleblowers at their organizations.

CSBG Organizational Standards

CSBG Organizational Standard 7.7 requires nonprofit CAAs to adopt a governing board-approved whistleblower policy. Public CAAs are to provide a copy of any existing local government whistleblower policy to board members at the time of board orientation. If using this sample policy to comply with the Standard, a nonprofit CAA’s board must review and vote to adopt the policy that is developed. 

Form 990

While the IRS does not require a tax-exempt organization to adopt a whistleblower policy to maintain tax-exempt status, it highlights the importance of having one by requiring a tax-exempt organization to acknowledge on its Form 990 whether it has a written whistleblower policy (Part VI, Sec. B, Line 13). The Form 990 instructions state that a whistleblower policy should: (1) encourage staff and volunteers to come forward with credible information on illegal practices or violations of adopted policies of the organization; (2) specify that the organization will protect the individual from retaliation; and (3) identify those staff, board members, or outside parties to whom such information can be reported (https://www.irs.gov/instructions/i990). Thus, the organization must adopt a policy that meets these criteria to answer “yes” to Part VI, Sec. B, Line 13 of the Form 990.

Sarbanes-Oxley Act

The Sarbanes-Oxley Act of 2002, which applies mostly to publicly-traded corporations, contains a few provisions that also apply to tax-exempt organizations. One such requirement makes retaliation against all corporate whistleblowers, including those outside of an organization such as consultants and contractors, a federal criminal offense. It states:

Whoever knowingly, with the intent to retaliate, takes any action harmful to any person, including interference with the lawful employment or livelihood of any person, for providing to a law enforcement officer any truthful information relating to the commission or possible commission of any Federal offense, shall be fined under this title or imprisoned not more than 10 years, or both (18 U.S.C. § 1513(e)). 

Thus, while Sarbanes-Oxley does not require a tax-exempt organization to have a whistleblower policy, the organization must have a way to protect whistleblowers against retaliation.
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Other Federal Laws

Several federal laws include provisions that provide specific protections to individuals who report violations under those acts, including the Americans with Disabilities Act, Comprehensive Environmental Response, Compensation and Liability Act, Fair Labor Standards Act, the Family Medical Leave Act, and the Occupational Safety and Health Act. A whistleblower policy should help to facilitate reporting under those acts and, if an organization faces a claim that it has failed to meet its obligations under an act, a robust whistleblower policy may help to bolster its defense against such a claim.
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[Name of Community Action Agency]
Whistleblower Policy

Introduction and Purpose. In keeping with the policy of maintaining the highest standards of conduct and ethics, [Name of Community Action Agency] (“CAA”) will investigate complaints of suspected wrongdoing occurring within its programs and services; fraudulent or dishonest use or misuse of its resources or property; violations of agency policy; and violations of local, state, and federal law (each, “Suspected Wrongdoing”). Employees, contractors, board members, volunteers, clients, and community members are encouraged[endnoteRef:1] to report all suspected wrongdoing pursuant to the procedures set forth below.  [1:  Some organizations require employees and board members to report the violations/wrongdoing referenced in a whistleblower policy, with failure to do so resulting in disciplinary action (for employees) or other sanctions (for board members and other required reporters). CAAs should weigh the costs/benefits of imposing such a requirement. Key considerations include:

The circumstances surrounding potential wrongdoing are not always clear-cut, making it difficult to determine whether an individual knew or should have known of the wrongdoing. This can create uncertainty about the need to report something and lead to inconsistent enforcement of the reporting mandate.
The pressures felt by employees considering filing a report, especially when that report involves a senior employee or board member.
The risks perceived to be associated with reporting possible wrongdoing, including risks to the reporter’s job, salary, performance evaluations, relationships with coworkers, and reputation. 
The capacity to enforce a mandate. In general, a smaller organization with limited resources might lack the capacity to enforce the mandate. Having a mandate and not enforcing it could delegitimize other aspects of the whistleblower policy, as well as other organizational policies.   
 ] 


This policy supplements, and does not replace, the CAA’s unlawful harassment and discrimination policy and/or any other complaint resolution/grievance policy, and any procedures required by law, regulation, or funding source requirements.

Good Faith. A person reporting concerns under this policy must act in good faith and have reasonable grounds for believing that the information reported indicates that Suspected Wrongdoing has occurred. A person who makes an allegation maliciously or with good reason to believe that the allegation was false will be subject to disciplinary action, up to and including termination of employment.

Reporting. A person’s concerns about Suspected Wrongdoing [we use the defined term “Suspected Wrongdoing” from the Introduction above, but a CAA could choose to describe or provide specific examples of wrongdoing here as well][endnoteRef:2] should be reported to his/her immediate supervisor. If a person is not comfortable reporting to his/her supervisor, concerns may be reported to the CAA’s Director of Human Resources [or specify another individual in the Human Resources Department], the CAA’s Executive Director, or the CAA’s designated compliance officer [if the CAA has designated a compliance officer].[endnoteRef:3] [2:  The policy should be written so that it covers the potential range of wrongdoing that an individual could report. While an exhaustive list is unrealistic given the number of potential violations that could exist, the policy could include a description that broadly covers these areas. The policy should make clear that the wrongdoing/violations covered by the policy must be related to the individual’s work with the organization. It could also include a list of potential common violations with a disclaimer that the list is not exhaustive. This could resemble the following:

Examples of possible violations that could be reported include but are not limited to:

Fraudulent reporting on the organization’s financial statements
Intentional misrepresentations made on organization documents and reports
Unreported conflicts of interest
Violations of the organization’s written policies, including employment and personnel policies
Theft or misappropriation of organization property
Gaining or allowing others to gain unauthorized access to the organization’s confidential files
Violations of law, including labor and employment law, tax law, civil rights protections, and grant requirements.
]  [3:  See Note 4.
] 


If the Suspected Wrongdoing concerns a board member or the Executive Director, the report should be made to the Chairperson of the CAA’s Board of Directors. If the Suspected Wrongdoing concerns the Chairperson of the CAA’s Board of Directors, the report should be made to the Chairperson of the Board’s Audit Committee [or another similarly-situated board member/committee]. 

Reports of Suspected Wrongdoing should contain the names of the individuals involved, dates, and a description of the actions believed to be Suspected Wrongdoing. At no time should an individual who has reported or is considering reporting Suspected Wrongdoing undertake an independent investigation into the matter to obtain additional information.

Confidentiality.  The CAA encourages anyone reporting Suspected Wrongdoing to identify himself or herself when making a report to facilitate the investigation of the Suspected Wrongdoing. However, reports may be submitted anonymously by mailing a written statement to [insert address, such as the main address of the CAA] or depositing the form at [describe a designated dropbox, if the CAA chooses to offer this option]. Reports of Suspected Wrongdoing will be kept confidential to the extent possible, but confidentiality cannot be guaranteed in light of the need to conduct an adequate investigation, to comply with all applicable laws, and to cooperate with law enforcement.

Investigation. Reports of Suspected Wrongdoing will be promptly reviewed and analyzed by the CAA’s designated compliance officer [consider designating a compliance officer at the CAA and identifying this person in the policy].[endnoteRef:4] Appropriate corrective action will be taken if warranted by the investigation, and findings may be communicated to the reporting person, to the extent reasonably possible and consistent with any privacy and confidentiality limitation. Investigations may be conducted by independent persons such as auditors and/or attorneys at the discretion of the compliance officer, with the approval of the CAA’s Executive Director or the Chairperson of the CAA Board of Directors (if the investigation involves a board member).[endnoteRef:5]  [4:  A designated compliance officer may be anyone so designated and trained by the organization to investigate reports of wrongdoing. Some CAAs might choose to designate several compliance officers, depending on the size and structure of the organization. A CAA could designate one compliance officer for employees and another for the Board of Directors. Alternatively, a CAA might prefer to have reports investigated by its Human Resources department or by a compliance committee made up of employees from different departments. In addition, CAAs should consider the merits of designating compliance officials based on subject matter, and whether that would be more effective method of investigating complaints received. Considerations such as an organization’s size and structure could weigh in favor of designating compliance officials for various subjects (i.e., finance, human resources, grant compliance, etc.) rather than designating compliance officers to investigate all reports of suspected wrongdoing. Location-based designated compliance officials is another option for CAAs to consider, especially those that are larger and run programs in multiple buildings/areas.
]  [5:  Independent investigations of reports of suspected wrongdoing could be warranted in situations where a compliance officer has a conflict of interest, or the conduct complained about implicates subject matter, including laws and regulations, which could require specialized expertise. A CAA could include in its policy examples of situations under which an independent investigator may be necessary. Such a policy would also include the process by which that determination is made, and factors to consider. 
] 


Upon receipt of a good faith report, the compliance officer shall promptly notify the individual who reported the Suspected Wrongdoing (to the extent that the individual’s identity is disclosed or a return address is provided) that he/she has received the report and will investigate it.[endnoteRef:6] [6:  A whistleblower who does not feel that that his/her report is being considered or investigated could escalate the matter outside the organization (such as to the media or funding sources). As such, notifying a whistleblower that the repot has been received and is under investigation allows the CAA time to investigate and follow up on the report. The CAA should also carefully consider how much information to disclose to the reporting individual about the investigation. The CAA should be mindful of actions or the dissemination of information that could compromise the integrity of the investigation. Consider informing a whistleblower about the outcome of the investigation, as well as explaining the organization’s action or inaction in response to the results of the investigation. A CAA’s communications with a whistleblower should reveal that the agency takes the report of misconduct seriously, investigates it thoroughly, appropriately acts on the results of the investigation, and is committed to protecting the whistleblower from retaliation. 
] 


In the event a report of Suspected Wrongdoing is made concerning the designated compliance officer, the report will be investigated by the Executive Director [or designate another employee]. 

No Retaliation. No employee, contractor, board member, volunteer, client, or community member who in good faith reports Suspected Wrongdoing, or who cooperates in the investigation of Suspected Wrongdoing, shall suffer harassment, retaliation, or adverse employment or other consequences. Any such retaliation should be reported, and the CAA will promptly investigate the report, consistent with the procedures contained in this policy. 

Anyone within the CAA who retaliates against another individual for reporting Suspected Wrongdoing or cooperating with an investigation of suspected wrongdoing is subject to discipline up to and including termination of employment. 

As approved by the [Name of CAA] Board of Directors on [DATE]
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